Your Rights and Data Protection

The completion and submission of this application does not confer any right upon the applicant to attend the conference and the Labour Party reserves the right to refuse admission without giving a reason.

The information provided by you will be stored on a secure network. The information may be passed to police forces should you wish to attend conferences in the future to assist with the policing of subsequent events and conferences.

The Labour Party will comply with the provisions of the EU General Data Protection Regulation and the UK Data Protection Act at all times in dealing with your data.

Data collection and use

We are committed to ensuring that your information is secure. In order to prevent unauthorised access or disclosure, we have put in place suitable physical, electronic and managerial procedures to safeguard and secure the information we collect online.

You may be asked for personal information if you complete a form on this site which may include:

- name and job title
- contact information including email address
- demographic information such as postcode
- any personal information required by police for secure events including date of birth, town of birth, address, passport number, driver's license details
- photographic image of applicant

We will use this data for:
- internal record keeping
- we may use the information to improve our products and services
- we may periodically send promotional emails about new events, products, special offers or other information which we think you may find interesting using the email address which you have provided
- we may also use your information to contact you for market research purposes. we may contact you by email, phone or mail.

Contact data will be retained for a period of 5 years.

Occasionally, in order to complete your request to attend a secure event, we may need to transfer personal information to a Police or Government Authority to countries or jurisdictions outside the EEA. In each case, we ensure that our suppliers provide adequate protection for the rights of data individuals in connection the transfer of their personal data. Currently, we expect all suppliers to use the standard contractual clause approved by the European Union or be subject to Privacy Shield scheme in the United States.

We will never sell or share your personal information with other organisations for their direct marketing purposes without your consent.

Links to other sites

Our site contains links to other sites and servers. The Labour Party is not responsible for the privacy practices or the content of such websites.

Your Information Rights

You have a number of rights in relation to your personal information and the opportunity to choose how it is used.

You can:
- obtain copies of the personal information the Labour Party holds about you (known as a “subject access request”) 
- request that the Labour Party corrects or update personal information we hold about you
- ask that the Labour Party erases or restrict the way in which we use your information. This includes asking that we do not process information relating to your political opinions.
- request that personal information you have given your consent for the Labour Party to use is provided in an electronic format so it can be transferred to another data controller (also known as “data portability”)
- we provide you with the opportunity to opt-out of receiving communications from us easily and promptly. Our unsubscribe requests are processed weekly, and other changes are processed monthly. Please note, information regarding your specific applications will still be sent in accordance with our data collection and use policy.

The Labour Party reserves the right to use any photograph/video taken at any event, without the expressed written permission of those included within the photograph/video. The Labour Party may use the photograph/video in publications or other media material produced, used or contracted by Labour Party including but not limited to: brochures, invitations, books, newspapers, magazines, television and websites.

To ensure the privacy of individuals and children, images will not be identified using full names or personal identifying information without written approval from the photographed subject, parent or legal guardian.